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How to delete temp file from windows 10 

using cmd comand 
• Write in type here to search cmd 

• Write click on it choose run as administration  

•  write this instruction  

• delفراغ /q/f/sفراغ %temp%\* 

• Press inter  

• You will see all the file of temp will be delete and any 

Malicious  viurs  



 





Instruct MRT 

• From the type here to search field, type the following 

instruction: MRT and wait then This window will appear 

 









Windows Firewall  
 

The firewall has not changed much since Windows 10 & Windows 11. 

In general, connections to programs are blocked unless they are on the 

allowed list. Outgoing connections are not blocked if they do not match 

leaders. You also have a public and private network profile for the firewall 

and you can control exactly which program can connect to the private 

network instead of the Internet. Although outgoing connections are not 

blocked by default, you can configure firewall rules. 

Although outgoing connections are not blocked by default, you can configure 

your own firewall rules in windows. You can either open the Control Panel 

and open the firewall from there or you can click Start and write  firewall. 
 













Example: Block a specific program, such as comicRack 

After opening the firewall, click on Change settings 

 



Uncheck the box of the program you want to block. When you uncheck the box, the firewall 

will block this program from connecting to the Internet 



Checking the boxes will allow the program to connect to the Internet, so 

only programs you trust should be allowed. 



If you go back to the main firewall dialog, there is another link in the right pane called If you click on 

that, you will get the Turn windows firewall on or/off set of options as shown below: 





Advanced Settings 

In the left pane of the main dialog box of the advanced settings firewall, click the link 

Windows firewall with advanced security protection, this will bring up a window 



If you want to block an external connection, we do the following: 

Click on Outbound Rules on the left side, then click on New Rule 

A dialog box will appear asking about the type of rule  

if we click on port, in order to block all outgoing connections on 
port 80, the HTTP port used by every web browser. In theory this 
should block Internet access and other browsers IE, Edge, Chrome 
in the browser 

  Click Next, select TCP and type the port number. 







Then, after clicking on Next, we choose the action we want, and because we want to 

block the connection, we click on Block The Connection 



Then we choose which personal files we want to apply the rule to, so we choose, for example, everyone: 


