Example 16.2 (Deciphering).

Q X P EH U W KHR UBL V H DV B ciphertext
— 16 23 16 4 7 0 22 10 7 17 20 1 11 21 7 3 21 1
= 13 20 12 1 4 17 19 7 4 M4 17 24 8 18 4 0 18 24
- N UMBE R THE O R Y I § E A S Y
- N U MUBER T HE ORY I 5 E A 5 Y plantext

Definition 16.3. 1f x is a plaintext letter and g is the corresponding ciphertext letter then,
for any e € N with 1 < ¢ < 25,
Y= x4+ ¢ (mod 26)

is colled o shift tronsformation, For be M with 1 < b < 25 and (b, 26) = 1,
y = br 4+ ¢(mod 26)
is ealled an affine transformation,
To encipher with a known affine transformation
(1) divide the message into groups of b letters;
(2) change letters to numbers;
(3) apply 7
(4) change numbers to letters,
To decipher, we reverse the process:
(1} change letters to numbers;
(2) apply v
(3) change numbers to letters;
(4) rearrange into words,

Note 18.4. Suppose that 7 (r) = be + c{mod 26) for some b, e € M with 1 < b, ¢ < 25
and (b, 26) = 1. Suppose further that &' € M satisfies 1 < ¥ < 25, (¥, 26) = 1 and
b = 1 (mod 26):

blL 3 5 7 9 11 15 17 19 21 23 25
FiT 921 16 3 10 7 23 11 & 17 %5

Then y = br~' (y) + ¢ (mod 26). Hence
Wy =8 [br=" (y) + ¢] (mod 26) = ¥'br =" () + He(mod 26) = 7" () + be(mod 26)

giving that " (y) = ¥ [p — ¢| (mod 26).
Soif y = br + ¢ (mod 26), then = = ¥ [y — ¢| (mod 26).
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