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5.1 Introduction
''computer network'' to mean a collection of autonomous computers interconnected by a single technology. 
Two computers are said to be interconnected if they are able to exchange information. 
The connection need not be via a copper wire; fiber optics, microwaves, infrared, and communication satellites can also be used. 
Networks come in many sizes, shapes and forms.

There is considerable confusion in the literature between a computer network and a distributed system. The key distinction is that in a distributed system, a collection of independent computers appears to its users as a single coherent system. Usually, it has a single model or paradigm that it presents to the users. Often a layer of software on top of the operating system, called middleware, is responsible for implementing this model. A well-known example of a distributed system is the World Wide Web, in which everything looks like a document (Web page).

In a computer network, this coherence, model, and software are absent. Users are exposed to the actual machines, without any attempt by the system to make the machines look and act in a coherent way. If the machines have different hardware and different operating systems, that is fully visible to the users. If a user wants to run a program on a remote machine, he  has to log onto that machine and run it there.

a distributed system is a software system built on top of a network. The software gives it a high degree of cohesiveness and transparency. Thus, the distinction between a network and a distributed system lies with the software (especially the operating system), rather than with the hardware.

both distributed systems and computer networks need to move files around. The difference lies in who invokes the movement, the system or the user.

5-2  Use of Computer Network
5.2.1 Business Applications
Initially, each of these computers may have worked in isolation from the others, but at some point, management may have decided to connect them to be able to extract and correlate information about the entire company.
1- resource sharing, and the goal is to make all programs, equipment, and especially data available to anyone on the network without regard to the physical location of the resource and the user.

2- A computer network can provide a powerful communication medium among employees. Virtually every company that has two or more computers now has e-mail (electronic mail)

3- many companies is doing business electronically with other companies, especially suppliers and customers. 
4- doing business with consumers over the Internet. Airlines, bookstores, and music vendors have discovered that many customers

5.2.2 Home Applications
Some of the more popular uses of the Internet for home users are as follows:

1. Access to remote information.

2. Person-to-person communication.

3. Interactive entertainment.

4. Electronic commerce.

5.2.3 Mobile Users

- Mobile computers, such as notebook computers and personal digital assistants (PDAs), are one of the fastest-growing segments of the computer industry.

People on the road often want to use their portable electronic equipment to send and receive telephone calls, faxes, and electronic mail, surf the Web, access remote files, and log on to remote machines.

· Wireless networks are of great value to fleets of trucks, taxis, delivery vehicles, and repairpersons for keeping in contact with home.

· Wireless networks are also important to the military

· wireless networking and mobile computing are often related

· some wireless computers are not mobile

· wireless could save money is utility meter reading. If electricity, gas, water, and other meters in people's homes were to report usage over a wireless network, there would be no need to send out meter readers

5.2.4 Social Issues

The widespread introduction of networking has introduced new social, ethical, and political problems

-A popular feature of many networks are newsgroups or bulletin boards whereby people can exchange messages with like-minded individuals. Politics and religion.  

-  employee rights versus employer rights.
- government versus citizen. Computer networks offer the potential for sending anonymous messages
- Identity theft is becoming a serious problem .
5.3 Network Hardware

There is no generally accepted taxonomy into which all computer networks fit, but two dimensions stand out as important: transmission technology and scale.
  transmission technology
there are two types of transmission technology that are in widespread use. They are as follows:

A- Broadcast links.

B- Point-to-point links.

Broadcast networks have a single communication channel that is shared by all the machines on the network.

-Short messages, called packets in certain contexts, sent by any machine are received by all the others. 

- An address field within the packet specifies the intended recipient. Upon receiving a packet, a machine checks the address field. 

- If the packet is intended for the receiving machine, that machine processes the packet; if the packet is intended for some other machine, it is just ignored.

- Broadcast systems generally also allow the possibility of addressing a packet to all destinations by using a special code in the address field. This mode of operation is called broadcasting. transmission to a subset of the machines, something known as multicasting.
point-to-point networks consist of many connections between individual pairs of machines.

· To go from the source to the destination, a packet on this type of network may have to first visit one or more intermediate machines.

· -  Often multiple routes, of different lengths, are possible, so finding good ones is important in point-to-point networks. 

· - As a general rule (although there are many exceptions), smaller, geographically localized networks tend to use broadcasting, whereas larger networks usually are point-to-point.

· -  Point-to-point transmission with one sender and one receiver is sometimes called unicasting.
scale
classify multiple processor systems by their physical size. At the top are the personal area networks, networks that are meant for one person. For example, a wireless network connecting a computer with its mouse, keyboard, and printer is a personal area network. Also, a PDA that controls the user's hearing aid or pacemaker fits in this category.

Distance is important as a classification metric because different techniques are used at different scales.

	Interprocessor
 Distance
	Processors 
Located in Same
	Example

	0.1 m
	Circuit Board
	Data Flow Machine

	1 m
	System
	Multicomputer

	10 m
	Room
	Local Area Network

	100m
	Building
	Local Area Network

	1 km
	Campus
	Local Area Network

	10 km
	City
	Metropolitan Network

	100 km
	Country
	Wide Area Network

	1000 km
	Continent
	Wide Area Network

	10 000 km
	Planet
	The Internet


Figure 1-6. Classification of interconnected processors by scale.
5-3-1  Local Area Networks
Local area networks, generally called LANs, are privately-owned networks within a single building or campus of up to a few kilometers in size. 

They are widely used to connect personal computers and workstations in company offices and factories to share resources (e.g., printers) and exchange information. 

LANs are distinguished from other kinds of networks by three characteristics:

 (1) their size,

 (2) their transmission technology, and 

(3) their topology.

LANs may use a transmission technology consisting of a cable to which all the machines are attached, like the telephone company party lines once used in rural areas. Traditional LANs run at speeds of 10 Mbps to 100 Mbps, have low delay (microseconds or nanoseconds), and make very few errors.

 Newer LANs operate at up to 10 Gbps. 

Various topologies are possible for broadcast LANs. 
In a bus (i.e., a linear cable) network, at any instant at most one machine is the master and is allowed to transmit. All other machines are required to refrain from sending.
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Figure 1-7. Two broadcast networks. (a) Bus. (b) Ring.

A second type of broadcast system is the ring. In a ring, each bit propagates around on its own, not waiting for the rest of the packet to which it belongs. Typically, each bit circumnavigates the entire ring in the time it takes to transmit a few bits, often before the complete packet has even been transmitted. As with all other broadcast systems, some rule is needed for arbitrating simultaneous accesses to the ring. Various methods, such as having the machines take turns, are in use. IEEE 802.5 (the IBM token ring), is a ring-based LAN operating at 4 and 16 Mbps. FDDI is another example of a ring network.

Broadcast networks can be further divided into static and dynamic, depending on how the channel is allocated.

 A typical static allocation would be to divide time into discrete intervals and use a round-robin algorithm, allowing each machine to broadcast only when its time slot comes up. Static allocation wastes channel capacity when a machine has nothing to say during its allocated slot, so most systems attempt to allocate the channel dynamically (i.e., on demand).

Dynamic allocation methods for a common channel are either centralized or decentralized. 

In the centralized channel allocation method, there is a single entity, for example, a bus arbitration unit, which determines who goes next. It might do this by accepting requests and making a decision according to some internal algorithm.

 In the decentralized channel allocation method, there is no central entity; each machine must decide for itself whether to transmit. You might think that this always leads to chaos, but it does not. Later we will study many algorithms designed to bring order out of the potential chaos.

5-3-2 Metropolitan Area Networks
A metropolitan area network, or MAN, covers a city. The best-known example of a MAN is the cable television network available in many cities. This system grew from earlier community antenna systems used in areas with poor over-the-air television reception. In these early systems, a large antenna was placed on top of a nearby hill and signal was then piped to the subscribers' houses.

a MAN might look something like the system shown in Fig. 1-8. In this figure we see both television signals and Internet being fed into the centralized head end for subsequent distribution to people's homes.
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Cable television is not the only MAN. Recent developments in high-speed wireless Internet access resulted in another MAN, which has been standardized as IEEE 802.16.
5-3-3 Wide Area Networks

A wide area network, or WAN, spans a large geographical area, often a country or continent. It contains a collection of machines intended for running user (i.e., application) programs. We will follow traditional usage and call these machines hosts. The hosts are connected by a communication subnet, or just subnet for short. The hosts are owned by the customers (e.g., people's personal computers), whereas the communication subnet is typically owned and operated by a telephone company or Internet service provider. The job of the subnet is to carry messages from host to host, just as the telephone system carries words from speaker to listener. Separation of the pure communication aspects of the network (the subnet) from the application aspects (the hosts), greatly simplifies the complete network design.

In most wide area networks, the subnet consists of two distinct components: transmission lines and switching elements. Transmission lines move bits between machines. They can be made of copper wire, optical fiber, or even radio links. Switching elements are specialized computers that connect three or more transmission lines. When data arrive on an incoming line, the switching element must choose an outgoing line on which to forward them. These switching computers have been called by various names in the past; the name router is now most commonly used. Unfortunately, some people pronounce it ''rooter'' and others have it rhyme with ''doubter.'' Determining the correct pronunciation will be left as an exercise for the reader. (Note: the perceived correct answer may depend on where you live.)
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If two routers that do not share a transmission line wish to communicate, they must do this indirectly, via other routers. When a packet is sent from one router to another via one or more intermediate routers, the packet is received at each intermediate router in its entirety, stored there until the required output line is free, and then forwarded. A subnet organized according to this principle is called a store-and-forward or packet-switched subnet. Nearly all wide area networks (except those using satellites) have store-and-forward subnets. When the packets are small and all the same size, they are often called cells.
when a process on some host has a message to be sent to a process on some other host, the sending host first cuts the message into packets, each one bearing its number in the sequence. These packets are then injected into the network one at a time in quick succession. The packets are transported individually over the network and deposited at the receiving host, where they are reassembled into the original message and delivered to the receiving process.
Not all WANs are packet switched. A second possibility for a WAN is a satellite system. Each router has an antenna through which it can send and receive. All routers can hear the output from the satellite, and in some cases they can also hear the upward transmissions of their fellow routers to the satellite as well.
5-3-4 Wireless Networkswireless networks can be divided into three main categories:

1. System interconnection.

2. Wireless LANs.

3. Wireless WANs.

System interconnection is all about interconnecting the components of a computer using short-range radio. 

some companies got together to design a short-range wireless network called Bluetooth to connect these components without wires. Bluetooth also allows digital cameras, headsets, scanners, and other devices to connect to a computer by merely being brought within range. No cables, no driver installation, just put them down, turn them on, and they work. For many people, this ease of operation is a big plus.
In the simplest form, system interconnection networks use the master-slave paradigm of Fig. 1-11(a). The system unit is normally the master, talking to the mouse, keyboard, etc., as slaves. The master tells the slaves what addresses to use, when they can broadcast, how long they can transmit, what frequencies they can use, and so on.
[image: image4.png]Figure 1-11. (a) Bluetooth configuration. (b) Wireless LAN.
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wireless LANs. These are systems in which every computer has a radio modem and antenna with which it can communicate with other systems. Often there is an antenna on the ceiling that the machines talk to. However, if the systems are close enough, they can communicate directly with one another in a peer-to-peer configuration. Wireless LANs are becoming increasingly common in small offices and homes, where installing Ethernet is considered too much trouble, as well as in older office buildings, company cafeterias, conference rooms, and other places. There is a standard for wireless LANs, called IEEE 802.11, which most systems implement and which is becoming very widespread.
The third kind of wireless network is used in wide area systems. The radio network used for cellular telephones is an example of a low-bandwidth wireless system. This system has already gone through three generations. The first generation was analog and for voice only. The second generation was digital and for voice only. The third generation is digital and is for both voice and data. In a certain sense, cellular wireless networks are like wireless LANs, except that the distances involved are much greater and the bit rates much lower. Wireless LANs can operate at rates up to about 50 Mbps over distances of tens of meters. Cellular systems operate below 1 Mbps, but the distance between the base station and the computer or telephone is measured in kilometers rather than in meters.
In addition to these low-speed networks, high-bandwidth wide area wireless networks are also being developed. The initial focus is high-speed wireless Internet access from homes and businesses, bypassing the telephone system. This service is often called local multipoint distribution service. We will study it later in the book. A standard for it, called IEEE 802.16, has also been developed.
5-3-5 Home Networks

Home networking is on the horizon. The fundamental idea is that in the future 
most homes will be set up for networking. Every device in the home will be capable of communicating with every other device, and all of them will be accessible over the Internet. This is one of those visionary concepts that nobody asked for (like TV remote controls or mobile phones), but once they arrived nobody can imagine how they lived without them.

Many devices are capable of being networked. Some of the more obvious categories (with examples) are as follows:

1. Computers (desktop PC, notebook PC, PDA, shared peripherals).

2. Entertainment (TV, DVD, VCR, camcorder, camera, stereo, MP3).

3. Telecommunications (telephone, mobile telephone, intercom, fax).

4. Appliances (microwave, refrigerator, clock, furnace, airco, lights).

5. Telemetry (utility meter, smoke/burglar alarm, thermostat, babycam).

5-3-6 Internetworks

Many networks exist in the world, often with different hardware and software. People connected to one network often want to communicate with people attached to a different one. The fulfillment of this desire requires that different, and frequently incompatible networks, be connected, sometimes by means of machines called gateways to make the connection and provide the necessary translation, both in terms of hardware and software. A collection of interconnected networks is called an internetwork or internet. These terms will be used in a generic sense, in contrast to the A common form of internet is a collection of LANs connected by a WAN. In fact, if we were to replace the label ''subnet'' in Fig. 1-9 by ''WAN,'' nothing else in the figure would have to change. The only real technical distinction between a subnet and a WAN in this case is whether hosts are present. If the system within the gray area contains only routers, it is a subnet; if it contains both routers and hosts, it is a WAN. The real differences relate to ownership and use.

worldwide Internet (which is one specific internet), which we will always capitalize.

An internetwork is formed when distinct networks are interconnected. In our view, connecting a LAN and a WAN or connecting two LANs forms an internetwork, but there is little agreement in the industry over terminology in this area. One rule of thumb is that if different organizations paid to construct different parts of the network and each maintains its part, we have an internetwork rather than a single network. Also, if the underlying technology is different in different parts (e.g., broadcast versus point-to-point), we probably have two networks.
QUESTIONS:

Q4 1) State and list some of wireless important and issues as a mobile means.

Q4 2) Classify the Computer Network from “Transmission Technology” point of view. Discuss each briefly.
Q4 3) Classify the Computer Networks from “Scale “ point of view. Discuss each briefly.

Q4 4)  LANs are distinguished from other kinds of networks by three characteristics:  (1) their size,  (2) their transmission technology, and (3) their topology. Discuss each briefly.

Q4 5) Discuss the main issues regarding the Metropolitan Area Network (MAN).

Q4 6) Draw a general diagram show the main components of the Wide Area Networks (WAN). Discuss each component briefly.

Q4 7) What are the main components o0f the Wide Area Networks (WAN)? Discuss each briefly.

Q4 8) What are the main categories of the Wireless Networks? List them and discuss each briefly.

Q4 9) Discuss briefly “Internetworks ” in Computer Networking. 

